FACT SHEET NO.16

Use of Spread Spectrum, Wireless Fidelity and WiMAX Equipment in Barbados 

Conventional wireless communication consist of a transmitter, transmitting information at a frequency which remains constant with time, as constant as technology permits, thus the bandwidth is kept within certain limits.  With conditions such as these it leaves the transmitted signal very susceptible to interception and interference.

In order to circumvent such disastrous outcomes that could arise from such vulnerabilities, the theory of spread spectrum was introduced.  Spread spectrum involves the deliberate variations in frequency of the transmitted signal over a comparatively large segment of the electromagnetic spectrum.  This variation is done in accordance with a specific, complicated mathematical function. This frequency-versus-time function must be ‘known’ by both sender and receiver to ensure synchronisation.  Spread Spectrum uses wide band, noise-like signals. Because Spread Spectrum signals are noise-like, they are hard to detect.  Spread Spectrum signals are also hard to Intercept or demodulate.  Further, Spread Spectrum signals are harder to jam (interfere with) than narrowband signals.  Because Spread Spectrum signals are so wide, they transmit at a much lower spectral power density, measured in Watts per Hertz, than narrowband transmitters.
For a signal transmitted in such a manner to be incepted, a receiver must be tuned to frequencies that vary precisely according to this frequency-versus-time function, and must also have knowledge of the starting point at which the function begins. It is imperative for the spread spectrum function be kept very confidential and out of the hands of unauthorised persons.
SPREAD SPECTRUM TECHNOLOGIES

There are two main types of spread spectrum techniques that are employed. These are Direct Sequence Spread Spectrum (DSSS) and Frequency Hopping Spread Spectrum (FHSS).
Direct Sequence Spread Spectrum:
Direct Sequence Spread Spectrum also know as Direct Sequence Code Division Multiple Access (DS-CDMA) entails the division of the stream of information into small pieces, each of which is allocated to a frequency channel across the spectrum.  A data signal at the point of transmission is combined with a higher data-rate bit sequence, also known as the ‘chipping code’, which divides the data according to a spreading ratio.  The redundant chipping code helps the signal resist interference and enables the original data to be recovered if data bits are damaged during transmission.
Frequency Hopping Spread Spectrum:
Frequency Hopping Spread Spectrum (FHSS) also known as Frequency Hopping Code Division Multiple Access (FH-CDMA) involves a signal being transmitted across a frequency band that is much wider than the minimum bandwidth required by the information signal. 
The transmitter ‘spreads’ the signal originally in the narrowband, across a number of frequency band channels on a wider electromagnetic spectrum.
In a FHSS system, a transmitter ‘hops’ between available frequencies according to a spreading algorithm. The transmitter operates in synchronisation with the receiver, which remains tuned to the same center frequency as the transmitter. The transmitter is therefore capable of hopping its frequency over a given bandwidth several times a second, transmitting on one frequency for a certain period of time known as the ‘dwell time’, then hopping to another frequency in the same spreading bandwidth and transmitting again. Ideally each frequency should be occupied with equal probability, and the probability of hopping from one channel to any other channel should also be equal.
UTILISATION OF SPREAD SPECTRUM

Spread Spectrum systems will only be allowed to operate in Barbados in the three (3) Industrial, Scientific and Medical (ISM) Bands as follows:

(
902.000-928.000 MHz

(
2.400-2.4835 GHz

(
5.725-5.850 GHz


and in the Band 5.15- 5.35 GHz
WI-FI

What is Wi-Fi?

Wi-Fi the acronym of Wireless Fidelity is one of wireless technologies that employ spread spectrum techniques. Wireless Fidelity in its most basic form may be described as wireless connection to any network, most commonly used to link clients to the Internet

How does it work?

These systems consist of a small transceiver or ‘base station’ that is wired to the Internet which operate in the 2.4 GHZ or 5GHz Industrial, Scientific and Medical (ISM) Bands. A small wireless card is inserted into the device in which the Internet would be accessed through, the connection is made when the card and the base station begin to communicate.
When a Wi-Fi network is set up there is a limited coverage area for which a client may have access to that network. This coverage area is known as a ‘hot spot’. ’Hot Spots’ may be set up in remote locations where cable connections to the internet may not be possible or may not be a viable option since a lot of modifications in terms of infrastructure such as trenching and laying of cable may need to be done, this may cause social and economic problems. 

Where is Wi-Fi used?

Basic Wi-Fi systems are commonly deployed in homes and small offices. Companies utilise this technology so that its employees or even clients can have access to the company’s internal network without having to be physically present at the company’s location. Other business entities such as cafes and hotels use Wi-Fi as a marketing tool, where customers are able to surf the internet on their own portable devices for example PDAs and laptops while having the freedom to move about, or without having to leave their hotel room or breakfast table.

How much will it cost?

Wi-Fi networks range from as little as bellow a hundred dollars to thousands of dollars to set up. Factors such as size, speed, security level and complexity of the network determines the price that is attached to the setting up of the network.

What is the Relationship Between Spread Spectrum and Wi-Fi?

Wi-Fi systems use the spread spectrum technology for security as well as to avoid interference with other systems in the same frequency bands.

What role does Wi-Fi have to play in the Future of Telecommunications in Barbados?

A niche has been created in Barbados for wireless technology such as Wi-Fi with the liberalisation of the Telecommunications Industry. Businesses can capitalise on this market by setting up ‘hot spots’ in strategic areas thus, capturing the competitive edge on their rivals. 

In the domestic market householders can use this technology by setting up networks within their home wirelessly, eliminating the need to have cables installed around the home. A factor that will stimulate Wi-Fi is the proliferation of different devices and domestic appliances that utilise the Internet in the home.

What information is needed before a Wi-Fi Network can be set up in Barbados?

The Telecommunications Unit does not issue licences for the operation of Wi-Fi devices in Barbados, however these systems do not go unregulated.

For more information on spread spectrum and Wi-Fi technology in addition to other associated systems, the Telecommunications Policy documents “ The Use of 802.x¹x²y Devices And Wireless Networking In Barbados” and  “Spread Spectrum” are available from the Telecommunications Unit.

WiMAX

What is WiMAX.

WiMAX is an acronym for Worldwide Interoperability for Microwave Access. It is a Metropolitan Area Network (MAN) technology that provides broadband wireless connectivity to fixed, portable and nomadic users. It provides up to 30 miles of service area, allows users to get broadband connectivity without the need of direct line-of-sight to the base station, and provides total data rate of up to 75Mbps – enough bandwidth to simultaneously support hundreds of businesses and homes with a single base station. WiMAX is based on the IEEE 802.16 standard and provides a solution for the “last mile’ broadband access. WiMAX has some similarities to WiFi which is based on IEEE802.11 standard but it is much faster and has a much longer range than WiFi.

How does WiMAX work?

A WiMAX system consists of two parts:

· A WiMAX tower, similar in concept to a cell phone tower. A single WiMAX tower can provide coverage to a very large area – as big as 3,000 square miles.

· A WiMAX receiver – The receiver and antenna could be a small box or card in a laptop computer.

A WiMAX tower station can connect directly to the Internet using a high-bandwidth wired connection (for example, a T3 line). It can also connect to another WiMAX tower using line-of-sight microwave link. This connection to a second tower, often referred to as a backhaul, along with the ability of a single tower to cover up to 3,000 square miles is what allows WiMAX to provide coverage to remote rural areas.

WIMAX can provide two forms of wireless service.

· Non-line of sight where a small antenna on a computer connects to the tower. In this mode, WiMAX uses a frequency range 2GHz to 11GHz (similar to Wi-Fi.) Lower wavelength transmissions are not easily disrupted by physical obstructions since they are better able to diffract, or bend, around obstacles. There is currently research being carried out as to the feasibility of using the 700MHz band.

· Line of sight where a fixed dish antenna points straight at the WiMAX tower from a rooftop or pole. The line of sight connection is stronger and much more stable hence it is able to accommodate much more data with fewer errors. Line of sight transmissions use higher frequencies with ranges reaching a possible 66GHz. 

The Future of WiMAX Technology.

WiMAX   technology is still being fined tuned by the IEEE Standards body, and is expected to be fully available by 2006.

IEEE802.16  - Specification:

· Range – 30 mile from base station

· Speed – 70 megabits per second

· Line of sight not needed between user and base station

· Frequency band – 2 to 11 GHz and 10 to 66 GHz (licensed and unlicensed band)

· Defines both the MAC and PHY layers and allow multiple PHY-layer specifications.

IEEE802.16-2004

This standard revised and replaced IEEE802.16a and 802.16d and is designed for fixed-access usage models and may be referred to as “fixed wireless” because it uses a mounted antenna at the subscriber’s site. It is a solution a wireless broadband Internet access that provides an interoperable, carrier class solution for the last mile. The WiMAX solution for fixed access operates in the licensed 2.5 GHz, 3.5GHz and licence-exempt 5.8GHz band.

802.16d is a fixed point to multipoint broadband solution, and 802.16a employs OFDM and MIMO (Multiple Input Multiple Output) for a high bandwidth mobility solution. 

MIMO uses many small antennae for both transmission and reception.  

IEEE802.16e

This standard is an amendment to 802.16-2004 base specification and targets the mobile market by adding portability and the ability for mobile clients with IEEE806.16e adapters to connect directly to the WiMAX network. The 802.16e standard uses Orthogonal Frequency Division Multiple Access (OFDMA) which is similar to OFDM in that it divides the carrier into multiple sub-carriers. OFDMA groups multiple sub-carriers into sub-channels allowing a single client to transmit using all the sub-channels within the carrier space or multiple clients to transmit with each using a portion of the total number of sub-channels simultaneously.  802.16e is thus portable, nomadic and provides mobility solution.  

Implementing WiMAX in Barbados.

Barbados land area is 166 square miles. WiMAX can cover an area of 3,000 square miles with one tower.

The Minister responsible for Telecommunications intends to have WiMAX service in Barbados implemented in Barbados.

Persons desirous of providing WiMAX Service should contact the Chief Telecommunications Officer for spectrum allocation for the WiMAX service.
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